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ABSTRACT - To detect a password while an internet
user is logging in the website has been viewednas o
of the significant problems. Password Authentigatio
System is one of the top most priority in thiswgimg
digital era. There are different kind of authertima
techniques such as textual password, picture padswo
biometric, etc. On the other hand, there are hacker
who use various kind of password hacking methods
and tools like keyboard tracker, spyware and pocket
scooper etc, to steal the password. To prevent the
tracing of password from intruder, one has to ukd a

of elements in his password field. In this papee, w
have discussed about the Expression based Dynamic
password system which remains unbreakable, and
overcomes the shortcomings of textual password ,
biometric etc.
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[.INTRODUCTION

Nowadays, the computer systems need to
work on a network; meanwhile, the first step to
communicate is sending a password to claim for an
individual user’s authentication. Similarly, the We
Server - Web Client (browser) communication
requires a password to be sent on the internetstwhi
the Database Server - Database Client communication
requires the password sending on LAN (Local Area
Network). Typically, the password being sent from
one station to another could possibly be captured.
Although the complicated encoding processes can
secure the password, it could frequently be decoded
So Password protection is an important activity to
save a secured information. Mostly people may use
textual password which consists of alphabets or
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numbers or alphanumeric. The length of the password
determines the strength of the password. It id k@ar

remember the password when the length of
the password is long. Picking short password
mayincrease the vulnerabilities to attack.lf pagsiso
are stored in cookies, then maliciocede can steal
the information. In order to solve this problems,
we introduce expression based dynamic
password, which makes use of texts, numbers,
symbols, that changes Dynamically. The user
must know only the variable arrangements in the
password setting.

I PROPOSED SYSTEM

An Expression based password generation
technique is used to change the password autorihatica
without user interaction. The passwords are notedto
directly as a static passwords, instead they anedtlike
an expression. The expression consists of blockabus
variable fields and combination of different keyrd® in
the password. The password can consist of any
combinations of key and variable fields (this wilke
decided by the user according to his convenience)
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e field
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Key
field

Key
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Fig;1.1 Passworgession

The password expressions hold key field and theethr
types of variables fields; they generated as:

1) Time based
2) System call

3) Data mining.
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Once the password is set by user (using different
combinations of the variable fields and keys) they kept

as an Expression and loaded into the server.Thempad

is verified at the time when the user is submittihg
password, at the same time the expression stordtein
server generates the password. If both the passigord
matched, then the authentication is achieved.

Key Baseed Field

The key is a static word which consist of
collection of alphabets and symbols. This is theid&eld
which we regularly use for normal password. Sinesuse
the symbols along with the alphabets this becomesem
secure. Takes more time to crack the password.

Time Based Variable Field:

In this field the time acts as a dynamic variable.|
time based password field, the password changesafti
and every minutes.The password fields of time ailevay
time( Ranges 00:00 to 24:00) so the range of thisdare
increased. This is one more advantage of this tiamed
expression. For first 9 minutes we have one digénges
and from 18 minute to 60 minute we have 2 digit changes
after an hour we have three digit changes and daffer
hours we have 4-digit change.

While using both key and time based field Brutecéor
attack takes long time to crack the password bytthee it
finds the password the password may be changed.

Key=kings
Variable=21:03

Timeat21:0

Key=kings
Variable=21:04

Time at 21
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Fig;1.2 key & password
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System Call Function Field:

In this system call function based field, the passlis
achieved using the system call function. Using ghgtem
call function we can obtain the current IP addresshe
system or the MAC address if the system which ger is
using. The IP address or the MC address of theesysif
the user's system act as the dynamic variable. [Fhe
address is different for each and every systemthso
business people can make use of this. This istfopiain
depended, so it is suitable for desktop, mobiled atiner
internet connected devices. The user have to rememb
their key and IP address as a clue.

Example:
myproject192.50.116.80

here “myproject” is a key “192.50.116.80" isariable

SYSTEM 2

Keplings
it 168153

SYSTEM 1

Keylings
Vareble: 19216843151

Fig: 1.3 System call
Web Data Mining Field

This type of dynamic value key depends on the
website paragraph word. The key word is fetchedhftbe
internet. Here the user can specify their structwebsite.
We set the google india news to the particulariseci he
news are updated periodically. The password of the
dynamic variable is the paragraph ‘N’th word.
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Example : “ Indian cricket team won the match” as a
paragraph of website if the user chosen this fustd as a
variable the password be like. My project indiarhere

sl lEa

n o @

__ Key:kings
~ Variable: As

“myproject” is a key “indian” is a first letter oford in a
website paragraph.

Fig: 1.4Web Mining
MULTIPLE DYNAMIC VARIABLE:

Here the user can specify the all type of
mechanism field into the one particular field. Teare
three dynamic variables are settled with the pasbiveld.

This password changes their variable each and every
minute, each and every system and the website Izgriag
updation. This password field having three dynamic
variable so it is more secure.

Password: myproject192.50.116.80Indian

D. " @ % ¢ LOam 40

Key: kings
Variable: Japanese

“myproject” is a key “192.50.116.80" is a IP addvéts
changes depended on the system and the “Indiaréblar

l&l=@lE]

key: kings
variables:
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21:45(Time)
As{Web mining)
192.16843.151(Ip address of a system)

is changes depended on the website updation.
Example

Once the password is set by user (using different
combinations of the variable fields and keys) they kept
as an Expression and loaded into the server.Thempad
is verified at the time when the user is submittihg
password, at the same time the expression stordtein
server generates the password. If both the passigord
matched, then the authentication is achieved.

Il CONCLUSION

The authentication system has been designed to
have a short procedure and utilize a small numider o
factors (no need to verify an IP address) and ressu
Moreover, this system is easily understandablecambe
simply implemented on web applications, mobile
applications, and network devices.
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